CONTENTS

SIGMOD OFFICERS, COMMITTEES AND AWARDS .................................................. 1
EDITOR'S NOTES ................................................................................................. 2
CHAIR'S MESSAGE ......................................................................................... 3

INVITED ARTICLES
Impact of Double Blind Reviewing on SIGMOD Publication: A More Detail Analysis ........ 4
A.K.H. Tung
Single- Versus Double-Blind Reviewing: An Analysis of the Literature .................. 8
R. Snodgrass

REGULAR ARTICLES
Model Driven Development of Secure XML Databases ...................................... 22
B. Vela, E. Fernández-Medina, E. Marcos and M. Piattoni
An Automatic Construction and Organization Strategy for Ensemble Learning on Data Streams .............................................. 28
Y. Zhang, X. Jin
A Survey on Ontology Mapping ......................................................................... 34
N. Choi, I.-Y. Song, and H. Han

RESEARCH CENTERS (U. Cetintemel, editor)
The Database Research Group at the Max-Planck Institute for Informatics ................. 42
G. Weikum

EVENT REPORTS (B. Cooper, editor)
J. Trujillo
Report on the International Provenance and Annotation Workshop (IPAW'06) ................. 51
R. Bose, I. Foster and L. Moreau
B. F. Cooper and R. Barga

DISTINGUISHED DATABASE PROFILES (M. Winslett, editor)
Jennifer Widom Speaks Out on Luck, What Constitutes Success, When to Get Out of an Area, the Importance of Choosing the Right Husband, Outlandish Vacations, How Hard It Is to Be an Assistant Professor, and More .................................................. 57
Model Driven Development of Secure XML Databases

Belen Vela¹, Eduardo Fernandez-Medina², Esperanza Marcos¹ and Mario Piattini²

(¹) Kybele Research Group. Languages and Computing Systems Department
Rey Juan Carlos University. C/Tulipán, s/n - 28933 Móstoles, Madrid, Spain
{belen.vela, esperanza.marcos}@urjc.es
(²) Alarcos Research Group. Information Systems and Technologies Department
UCLM-Soluciones Research and Development Institute
University of Castilla-La Mancha. Paseo de la Universidad, 4 - 13071 Ciudad Real, Spain
{Eduardo.FdezMedina, Mario.Piattini}@uclm.es

ABSTRACT
In this paper, we propose a methodological approach for the model driven development of secure XML databases (DB). This proposal is within the framework of MIDAS, a model driven methodology for the development of Web Information Systems based on the Model Driven Architecture (MDA) proposed by the Object Management Group (OMG) [20]. The XML DB development process in MIDAS proposes using the data conceptual model as a Platform Independent Model (PIM) and the XML Schema model as a Platform Specific Model (PSM), with both of these represented in UML. In this work, such models will be modified, so as to be able to add security aspects if the stored information is considered as critical. On the one hand, the use of a UML extension to incorporate security aspects at the conceptual level of secure DB development (PIM) is proposed; on the other, the previously-defined XML schema profile will be modified, the purpose being to incorporate security aspects at the logical level of the secure XML DB development (PSM). In addition to all this, the semi-automatic mappings from PIM to PSM for secure XML DB will be defined.

1 Introduction

Though relational database (DB) technology still plays a central role in the data management arena today, we have seen numerous evolutions of this technology, such as the XML DBs. A key requirement underlying those recent data management systems is a demand for adequate security. Fine-grained flexible authorization models and access control mechanisms, in particular, are being called for [1]. Traditionally, the information of XML documents was stored directly in XML files or in conventional Database Management Systems (DBMSs), by mapping the XML data to relational data stored in relational tables or by using the data types supplied for supporting file management, as for example the CLOB (Character Large Object) type. The XML DBs are now emerging as the best alternative for storing and managing XML documents. At present, there are different solutions to store XML documents, and they could be roughly categorized, according to [25], into two main groups: native XML DBMSs like Tamino [23]; and XML DB extensions enabling the storage of XML documents within conventional, usually relational or Object-Relational (OR) DBMSs such as Oracle. This latter includes, since version 9i release 2, new features for the storage of XML (Oracle's XML DB) [22]. In [25] a study of different XML DB solutions is performed.

For most organizations, management, security and confidentiality of information are critical topics [6]. Moreover, as some authors remark, information security is a serious requirement which must be carefully considered, not as an isolated aspect, but as an element that is present in all stages of the development life cycle [5,11,13]. A body as important as the Information Systems Audit and Control Foundation insists on the fact that security should be considered explicitly and as an integral item in all the development stages of an information system [15]. In the case of the XML DBs, security is also a key aspect that must be explicitly considered. It has to be taken into account in an orthogonal way for the complete development process of this kind of DB. Access control models have been widely investigated and several access control systems, specifically tailored to XML documents, have been developed [2,3,4,12,14,18]. However, all of them define security criteria directly over the XML documents or DTDs.

Our approach is based on the Model Driven Architecture (MDA) proposed by the Object Management Group (OMG) and allows us to define the security specifications on the conceptual data model, independently of the target logical data model (DB schema). Starting from this secure conceptual data model we transform it semi-automatically into a secure XML DB, as a logical data model.

Although there are different ideas for integrating security into the information systems development process, information security within the scope of DBs tends to be considered only from a cryptographic point of view. Recently, we have proposed a methodology for relational DB which integrates security aspects at
also analyze the advantages of incorporating security aspects provided by the different XML DB administrators, not only native ones, but also the XML extensions that DBMSs have. At the same time, we are going to include the security aspect in the subsystem for the semi-automatic development of XML DBs of the tool CASE that we are developing.
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